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This paper proposes a new method to encrypt and decrypt a message by special functions formed by Hermite,
Laguerre, Tchebychev and Bessel The idea to encrypt a message will be by using base changes from the Taylor
base to the bases of those special functions. The Hermite, Lagurrre, Tchebychev and Bessel polynomials are
orthogonal, so they form a base set on a Hilbert space. The encryption will be using several sequences of those
base changes according to a number sequence.

According to Hilbert space, as those are orthogonal polynomials, those functions form a orthogonal base.
So, a change base can be done between a Taylor base and those bases - this is the method that will be used in
order to encrypt a message.
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1 Introduction

As far as I know, this work proposes a new method to encrypt a decrypt a message using several orthogonal
polynomials. This could be interesting in order to extend the ways to encryption of �les or any documents
shared. As this are not known method, an attack would have more di�culties in order to decrypt the message.
Also, the fact of combining the several method will make more di�cult to attack because there are several
patterns used in the encrypted message.

A way to attack an encrypted message is by the frequencies of the letters used on the alphabet (in this
example, the relative frequencies of letters in the English language).

As it will be shown, the fact of sending a chain like �EEE�, there will be di�erences on each sequence, so an
attack by frequencies is much more di�cult. Also, the Hermite method fails when all the letters of the block
are the same but, in this case, other methods can be used (like Laguerre). Maybe, when there are sequences
with the same code letter (like �AAAA�), the Bessel method encryption will give best results,as it's returning
di�erent numbers for the encryption of the same code letter.

But, as several methods are used when encrypting the message, an attack by frequencies cannot be easily
applied on the whole message (I don't think that it could be possible), because the same letter will be decrypted
by several numbers during the message. Also, the longer the message is, the more di�erent numbers will be
applied on the encrypted message. I think that other advantage of this method is that it can be parallelized.
In this case, with a multi-processor system, each processor can encrypt a block independently the other blocks
and, then, put the message together. Similarly, the decryption can be parallelized.

A disadvantage of this method is that it's slower than using AES, because there are system equations to be
solved. But, as several methods are applied, it seems that it might be more secure. This can be used to encrypt
text on a hard drive, and decrypt by a pass code as shown on the section 7.

This paper shows the method to encrypt and decrypt a message by the orthogonal functions Hermite,
Laguerre, Tchebysche� and Bessel. I think that it can be extended to other orthogonal functions. According to
a Hilbert space, those functions formed a base set, so it can be used a change base from a Taylor base to those
bases. Having said that, other orthogonal functions can be used in order to encrypt a message. In this paper,
those orthogonal functions are used as example because their importance on physical-mathematical problems.
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2 Hermite

In this section, let's de�ne how to encrypt and decrypt using Hermite polynomial functions. Prior to this, let's
see how the Hermite polynomials are de�ned:

Hn+1(x) = 2xHn(x)− 2nHn−1(x)
H ′n(x) = 2nHn−1
The Hermite functions are the eigenvalues of the Fourier transform (see reference Eigenfunctions of the

Fourier transform). As the Fourier transform is a linear, self-adjoint and compact operator, its eigenvalues
formed a base (see spectral theorem). The orthogonality is given by:∫ +∞

−∞ Hn(x)Hm(x)e−x
2

dx = 0,m6=n
So, let's see how to the n-power of x can be set according to the Hermite polynomials:
H0 = 1
H1 = 2xH0 = 2x, so x = H1

2

H2 = 2xH1 − 2 ∗ 1 ∗H0 = 4x2 − 2H0, so x
2 = H2+2H0

4

H3 = 2xH2 − 2 ∗ 2 ∗H1 = 2x(4x2 − 2)− 4 ∗ 2x = 8x3 − 12x, so x3 = H3+6H1

8
H4 = 2xH3−2∗3∗H2 = 2x

(
8x3 − 12x

)
−6
(
4x2 − 2

)
= 16x4−48x2+12 = 16x4−12 (H2 + 2H0)+12H0 =

16x4 − 12H2 − 12H0, so x
4 = H4+12H2+12H0

16

H5 = 2xH4−2∗4∗H3 = 32x5−96x3+24x−8∗
(
8x3 − 12x

)
= 32x5−160x3+120x = 32x5−160

(
H3+6H1

8

)
−

120
(
H1

2

)
= 32x5 − 20H3 − 60H1, so x

5 = H5+20H3+60H2

32

H6 = 2xH5−10H4 = 64x6−320x4+240x2−10H4 = 64x6−30H4−60H2−120H0, so x
6 = H6+30H4+60H2+120H0

64
It seems that it cannot be a general formula to set xn in function of Hn. But, even this general formula, the

n-power of x can be in function of Hn. With this idea, let's see how a polynomial may be encrypted. As the
even-power of x is set according to even-nth term of Hermite polynomial (and the same for the odd), let's use
a polynomial on even-power of x:

P (x) = A+Bx2 + Cx4

In this way, let's use linear equations of Hermite polynomials:
H ′0 = A
H ′2 = 4Bx2 − 2A
H ′4 = 16Cx4 − 12H ′2 − 12H ′0 = 16Cx4 − 12

(
4Bx2 − 2A

)
− 12A = 16Cx4 − 48Bx2 + 12A

So, let's calculate the coe�cients of each term:
Mx0 = H0

20 = A, M=A

Mx2 = H2+2H0

4 = 4Bx2−2A+2A
4 = Bx2,M=B

Mx4 =
H′4+12H′2+4∗3∗2H0

16 = 16Cx4−48Bx2+12A+48Bx2−24A+12A
16 = Cx4,M=C

In order to see this, the idea is putting the coe�cients H ′nas linear combinations of Hn:
H ′0 = AH0

H ′2 = 4Bx2 − 2AH0 = 4B
(
H2+2H0

4

)
− 2AH0 = BH2 + (2B − 2A)H0

H ′4 = 16Cx4− 48Bx2+12AH0 = 16C
(
H4+12H2+12H0

16

)
− 48B

(
H2+2H0

4

)
+12AH0 = CH4+12 (C −B)H2+

12 (C − 2B +A)H0

So, in those bases, let's see how it's the base change:
B
{
1, x2, x4....

}
−→ B′ {H0, H2, H4......}

The change of base in Hermite base, it's according to the equations above:
H ′0 = AH0

H ′2 = BH2 + 2 (B −A)H0

H ′4 = CH4 + 12(C −B)H2 + 12(C − 2B +A)H0 H ′0
H ′2
H ′4

 =

 A 0 0
2 (B −A) B 0

12 (C − 2B +A) 12 (C −B) C

 H0

H2

H4


The polynomial coe�cients P (x) = A+Bx2+Cx4has been transformed on a linear combinations of Hermite

polynomials Hn.
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2.1 Encryption and decryption

Let's see how to decrypt a message given by the Hermite polynomials. Firstly, the chain {H ′0, H ′2, H ′4....} is
received. Now, the decrypting system needs to �nd the coe�cient A,B,C in order to decrypt the message. As
the system is using a base of Hermite, the change base is:

H ′0 = AH0

H ′2 = BH2 + 2 (B −A)H0

H ′4 = CH4 + 12(C −B)H2 + 12(C − 2B +A)H0

So,

A =
H′0
H0

B =
H′2+2AH0

H2+2H0

C =
H′4+12BH2+24BH0−12AH0

H4+12H2+12H0

Example. Let's encrypt and decrypt the chain �ABC�. Associating, a number to each letter( A�>1,B�>2
and so on), the polynomial will be like this:

P (x) = 1 + 2x2 + 3x4

Then, the encryption message on Hermite base, will be: H ′0
H ′2
H ′4

 =

 A 0 0
2 (B −A) B 0

12 (C − 2B +A) 12 (C −B) C

 H0

H2

H4


 H ′0

H ′2
H ′4

 =

 1 0 0
2 2 0
0 12 3

 H0

H2

H4


Let's see if, with the numbers {2, 0, 12} as the encrypted message of �ABC�, is enough to decrypt the system.
Now, having those numbers, as the system knows that it's encrypted via Hermite polynomials, the system

needs to solve the equations:
2(B −A) = 2

12(C − 2B +A) = 0

12(C −B) = 12
B −A = 1

C − 2B +A = 0

C −B = 1 −1 1 0
0 −1 1
1 −2 1

 A
B
C

 =

 1
1
0


But, as

∣∣∣∣∣∣
−1 1 0
0 −1 1
1 .2 1

∣∣∣∣∣∣ = 0, the equation cannot be solved. So, let's adding the trace of the matrix on the

encrypted message: {2, 0, 12, 6}. Now:
B −A = 1

C − 2B +A = 0

C −B = 1

A+B + C = 6 1 −2 1
−1 0 1
1 1 1

 A
B
C

 =

 0
2
6

, whence

'A =

∣∣∣∣∣∣∣∣
0 −2 1
2 0 1
6 1 1

∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣
1 −2 1
−1 0 1
1 1 1

∣∣∣∣∣∣∣∣
= −6
−6 = 1

B =

∣∣∣∣∣∣∣∣
1 0 1
−1 2 1
1 6 1

∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣
1 −2 1
−1 0 1
1 1 1

∣∣∣∣∣∣∣∣
= −12
−6 = 2
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C =

∣∣∣∣∣∣∣∣
1 −2 0
−1 0 2
1 1 6

∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣
1 −2 1
−1 0 1
1 1 1

∣∣∣∣∣∣∣∣
= −18
−6 = 3

Let's see, what happens if a message with the same letter is sent. For example, a message like �AAA�. As
shown previously, the trace of the matrix will be sent:

B −A = 0

C − 2B +A = 0

C −B = 0

A+B + C = 3 1 −2 1
−1 0 1
1 1 1

 A
B
C

 =

 0
0
3

, whence

A =

∣∣∣∣∣∣∣∣
0 −2 1
0 0 1
3 1 1

∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣
1 −2 1
−1 0 1
1 1 1

∣∣∣∣∣∣∣∣
= −6
−6 = 1

B =

∣∣∣∣∣∣∣∣
1 0 1
−1 0 1
1 3 1

∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣
1 −2 1
−1 0 1
1 1 1

∣∣∣∣∣∣∣∣
= −6
−6 = 1

C =

∣∣∣∣∣∣∣∣
1 −2 0
−1 0 0
1 1 3

∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣∣
1 −2 1
−1 0 1
1 1 1

∣∣∣∣∣∣∣∣
= −6
−6 = 1
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3 Laguerre

The Laguere functions are the solutions for the di�erential equation:
xy�(x) + (1-x)y'(x) + ny(x) = 0
Where,

Ln(x) =
ex

2πi

∮
sne−s

(s− x)n+1 ds

Following the same method as for the Hermite polynomials, let's see how the Laguerre polynomials are
de�ned:

(n+ 1)Ln+1(x) = (2n+ 1− x)Ln(x)− nLn−1(x)
The �rst Laguerre polynomials are de�ned like this:
L0(x) = 1
L1(x) = −x+ 1
2!L2(x) = x2 − 4x+ 2
3!L3(x) = −x3 + 9x2 − 18x+ 6
4!L4(x) = x4 − 16x3 + 72x2 − 96x+ 24
Now, let's set how to set the n-th power on terms of Laguerre polynomials:
L1(x) = −x+ 1 = −x+ Lo, so x = L0 − L1

L2(x) =
1
2!

(
x2 − 4x+ 2

)
= 1

2x
2 − 2(L0 − L1) + L0 = 1

2x
2 + 2L1 − L0, so x

2 = 2(L2 − 2L1 + L0)

L3(x) =
1
3!

(
−x3 + 9x2 − 18x+ 6

)
= −x3

3! +
9
3!x

2 − 3x+ 1 = −x3

3! + 3 (L2 − 2L1 + L0)− 3 (L0 − L1) + L0 =

−x3

3! + 3 (L2 − L1) + L0,whence x
3 = 3! (L0 − L3 + 3 (L2 − L1))

L4(x) =
1
4!

(
x4 − 16x3 + 72x2 − 96x+ 24

)
= x4

4! +
1
4!

{
−16x3 + 72x2 − 96x+ 24

}
L4(x) =

x4

4! +
1
4! {−16 (3! (L0 − L3 + 3 (L2 − L1))) + 72 ∗ 2 (L2 − 2L1 + L0)− 96 (L0 − L1) + 24L0}

L4(x) =
x4

4! +
1
4! (96L3 − 144L2 + 96L1 − 24L0),whence x

4 = 4!L4 − 96L3 + 144L2 − 96L1 + 24L0

In this case, it seems that it cannot be found a general formula to �nd xn in terms of Ln. But, even without
this general formula, we can follow the same procedure as shown on the section 1.

Let's use a general polynomial of 4th power
L(x) = A+Bx+ Cx2 +Dx3 + Ex4

In this way, let's use linear equations of Laguerre polynomials:
L′0 = A
L′1 = Bx−A
2!L′2 = Cx2 − 4Bx+ 2A
Let's calculate the coe�cient of each term:
Mx0 = L′o = A ∗ L0

L′1 = Bx−A = B ∗ (L0 − L1) +A ∗ L0 = (A+B)L0 −BL1

2!L′2 = Cx2−4Bx+2A = 2C (L2 − 2L1 + L0)−4B (L0 − L1)+2AL0 = (2C − 4B + 2A)L0+(4B − 2C)L1+
2CL2 L′0

L′1
L′2

 =

 A 0 0
A+B B 0

C − 2B +A B − C C

 L0

L1

L2


Following the same method, let's encrypt the message �ABC� so A=1, B=2 and C=3 L′0

L′1
L′2

 =

 1 0 0
3 2 0
0 −1 3

 L0

L1

L2


Sending the numbers {3, 0,−1}as the encrypted message of �ABC�.

A+B = 3

C − 2B +A = 0

B − C = −1 1 1 0
1 −2 1
0 1 −1

 A
B
C

 =

 3
0
−1

,
Solving this system of linear equations, as shown previously,

A = 1

B = 2

C = 3

For example, in order to encrypt the message �AAA�, the sequence {2,0,0} will be sent. In general, being x
the position of the letter in the alphabet, if the sequence has the same letters, the encrypted sequence will be
like {2x,0,0}.
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4 Combining Hermite and Laguerre

In this section, let's see how those methods can be combined. In order to see this, let's put the equations like
this:

 H ′0
H ′2
H ′4

 =

 HA 0 0

2 (HB −HA) HB 0

12 (HC − 2HB +HA) 12 (HC −HB) HC


 H0

H2

H4


 L′0

L′1
L′2

 =

 LA 0 0

LA + LB LB 0

LC − 2LB + LA LB − LC LC


 L0

L1

L2


So, combining both of operators:

MHxL =MHxML =
(

HA 0 0
2
(
HB −HA

)
HB 0

12
(
HC − 2HB + HA

)
12

(
HC −HB

)
HC

)(
LA 0 0

LA + LB LB 0
LC − 2LB + LA LB − LC LC

)
MHxL =

(
HALA 0 0

2
(
HB −HA

)
LA + HB

(
LA + LB

)
HBLB 0

12
(
HC − 2HB + HA

)
LA + 12

(
HC −HB

) (
LA + LB

)
+ HC

(
LC − 2LB + LA

)
12LB

(
HC −HB

)
+ HC

(
LB − LC

)
HCLC

)
In order to encrypt the message �ABC�, following the same method as previously, let's call:
HA = LA = 1
HB = L:B = 2
HC = LC = 3
So,

MHxL =

 1 0 0
2 2 0
0 12 3

 1 0 0
3 2 0
0 −1 3

 =

 1 0 0
8 4 0
36 21 9


In this case, as HA = LA,HB = LB and HC = LC , the numbers {8, 36, 21}can be sent.
In order to decrypt the message, knowing that the message is a combination of Hermite and Laguerre matrix,

and HA = LA =MA,HB = LB =MB and HC = LC =MC ,

MHxL =

(
M2

A 0 0

M2
B + 3MAMB − 2M2

A M2
B 0

12
(
M2

A −M2
B

)
+ M2

C + 25MBMC − 36MAMB + 25MAMC + 10MBMC −M2
C − 12M2

B + 13MBMC M2
C

)
As the numbers {8, 36, 21} are sent, in order to decrypt the message:

M2
B + 3MAMB − 2M2

A = 8

12
(
M2

A −M2
B

)
+M2

C − 36MAMB + 25MAMC + 10MBMC = 36

−M2
C − 12M2

B + 13MBMC = 21
Solving those equations,

MA = 1

MB = 2

MC = 3
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5 Tschebysche�

The Tchebysche� polynomials are given by this generating equation:

1−t2
1−2xt−t2 = T0(x) + 2

∞∑
n=1

Tn(x)t
n

The �rst Tchebysche� polynomials are de�ned by:
T0 = 1
T1 = x, whence x = T1
T2 = 2x2 − 1, x2 = T2+T0

2

T3 = 4x3 − 3x, x3 = T3+3T1

4

T4 = 8x4 − 8x2 + 1, x4 = T4+8x2−1
8 = T4+4T2+3T0

8

T5 = 16x5 − 20x3 + 5x, x5 = T5+20x3−5x
16 = T5+5(T3+3T1)−5T1

16 = T5+5T3+10T1

16

T6 = 32x6 − 48x4 + 18x2 − 1, x6 = T6+6T4+15T2+10T0

32
Let's use a general polynomial of Tschebyshe�:
T (x)′ = A+Bx+ Cx2 +Dx3 + Ex4

T ′0 = A = AT0
T ′1 = Bx = BT1
T ′2 = 2Cx2 −A = C (T2 + T0)−AT0 = CT2 + (C −A)T0
T ′3 = 4Dx3 − 3Bx = D (T3 + 3T1)− 3BT1 = DT3 + 3 (D −B)T1
T ′4 = 8Ex4−8Cx2+A = E (T4 + 4T2 + 3T0)−4C (T2 + T0)+AT0 = ET4+4 (E − C)T2+(3E − 4C +A)T0

T ′0
T ′1
T ′2
T ′3
T ′4

 =


A 0 0 0 0
0 B 0 0 0

C −A 0 C 0 0
0 3(D −B) 0 D 0

3E − 4C +A 0 4(E − C) 0 E




T0
T1
T2
T3
T4


As shown on the matrix, there are 5 unknown quantities, but the system needs to send 5 numbers in order

to decrypt the message. So, let's send this chain of number, adding the trace of the matrix:
{A+B+C+D+E,C-A,3(D-B),3E-4C+A,4(E-C)}
Following this, let's encrypt the message �ABCDE�, so

T ′0
T ′1
T ′2
T ′3
T ′4

 =


1 0 0 0 0
0 2 0 0 0
2 0 3 0 0
0 6 0 4 0
4 0 8 0 5




T0
T1
T2
T3
T4


Sending the numbers {15,2,6,4,8} as the encrypted message of �ABCDE�.

A+B + C +D + E = 15

C −A = 2

3(D −B) = 6

3E − 4C +A = 4

4(E − C) = 8
1 1 1 1 1
−1 0 1 0 0
0 −3 0 3 0
1 0 −4 0 3
0 0 −4 0 4




A
B
C
D
E

 =


15
2
6
4
8


Solving those equations:

A = 1

B = 2

C = 3

D = 4

E = 5
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6 Bessel

In order to introduce the Bessel functions, let's introduce a function of two variables:
g(x, t) = e(x/2)(t−1/t)

Expanding this function in a Laurent series:

g(x, t) = e(x/2)(t−1/t) =
∞∑

n=−∞
Jn(x)t

n

The coe�cient of tn is then:

Jn(x) =
∞∑
s=0

(−1)s
s!(n+s)!

(
x
2

)n+2s

Taking the particular cases J0 and J1:

J0(x) = 1− x2

22 + x4

2242 −
x6

224262 + ...

J1(x) =
x
2 −

x3

224 + x5

22426 + x7

2242628 + ...
Let's write it in this way:

Jn(x) =
∞∑
s=0

(−1)s
s!(n+s)!

(
x
2

)n+2s

So, taking the �rst terms of the Bessel function for J0:
J0,0(x) = 1

J0,2(x) = −x2

22

J0,4(x) =
x4

2242

J0,6(x) = − x6

224262

The n-th term of the series will be given by: J0,2n = (−1)n
n∏

m=1

1
(2m)2 . Following the same procedure as

seen previously,
x2 = −22J0,2
x4 = 2242J0,4
x6 = −224262J0,6
Using a general polynomial:
J(x)′ = A+Bx2 + Cx4 +Dx6 = AJ0,0 − 22BJ0,2 + 2242CJ0,4 − 224262DJ0,6 + ....
For the several terms:
J ′0 = AJ0,0
J ′2 = −22BJ0,2
J ′4 = 2242CJ0,4
J ′6 = −224262DJ0,6
In this case, as there are no crossed-terms, the matrix will be diagonal:

J ′0
J ′2
J ′4
J ′6

 =


A
−22B

2242C
−224262D




J0,0
J0,2
J0,4
J0,6


Example. Let's encrypt and decrypt the chain �ABCD�. Associating, a number to each letter( A�>1,B�>2

and so on), so the encryption will be:{
A,−22B, 2242C,−224262D

}
Taking A=1,B=2,C=3,D=4, the encrypted message will be {1,-8,192,-9216}. In this case, for decrypt the

message, as the numbers are calculated via Bessel polynomials,

A =
J′0
J0

= 1

B = − J′2
22J0,2

= −−822 = 2

C = J3

2242 = 192
2242 = 3

D = J4

−224262 = −9216
−224262 = 4

In this case, it was used the expansion of the function J0.But, this can be extended to others Bessel functions
(J1, J2...). This allows to extend the method to other orthogonal functions.
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7 A way to combine those methods

Having seen Hermite, Laguerre, Tchebysche� and Bessel as ways to encrypt and decrypt messages by base
changing, let's see how those method can be combined. As it as shown 4 methods, a possible way could be by
generating a pseudo-random number base 4, like.

r(4 = 412433211....
Then, the message will be separate into several blocks so, according to the digit, each block will be en-

crypted/decrypted. For example,
Hermite = 1
Laguerre = 2
Tchebysche� = 3
Bessel = 4
As shown on the section �Combining Hermite and Laguerre�, the matrices are combined in order to send

a sequence that will be decrypted. In this section this will be reviewed and it will be extended to the other
combinations.

Let's consider a pseudo-random number as a product of 2 prime random numbers. Seeing this in this schema:

The pseudo-random number will be as a product of numbers prime numbers:
r(4 = p1(4 ∗ p2(4
One of the prime number will be included on the �rst block. Then, in order to decrypt the message, the

second prime number p2 (private key) will be needed in order to �nd the random number r(4. Once the pseudo-
random number is calculated, following the sentence of the numbers, the system can decrypt the block message
according to the previous methods (Hermite, Legendre, Tchebyshe� and Bessel). So, to decrypt the message,
knowing the p1(4, the pseudo-random number will be calculated and, then, the message can be decrypted.

Each block can be, either a single block (Hermite, Laguerre, Tchebyshe� or Bessel), or a combined block (as
shown on �Combining Hermite and Laguerre�). So, let's consider those cases:

Hermite = 0
Laguerre = 1
Tschebysche�= 2
Bessel = 3
Hermite-Laguerre = 4
Hermite-Bessel = 5
Hermite-Tschebysche� = 6
Laguerre-Bessel = 7
Laguerre-Tschebysche� = 8
Tschebysche�-Bessel = 9
As the Bessel matrix is diagonal, the cases Bessel-Hermite, Bessel-Laguerre and Bessel-Tschebysche� won't

be considered because of the commutation of the matrix Bessel with the others. So, following the same procedure,
r = p1 ∗ p2
Once the number r is calculated as a product of 2 numbers (one of them random), the blocks will be decrypted

following the sequence of r.Let's see this with an example:
1) p1 = 199(random key sent on the �rst block) and p2 = 137(private key)
2) The sequence of encryption will be r = p1 ∗ p2 = 27263
3) The blocks will be encrypted according the cyclic sequence 27263..... according to the cases considered

previously.
In order to decrypt:
1) The random key is sent on the �rst block (p1)
2) Private key: p2
3) The random number is calculated r = p1 ∗ p2
4) The blocks will be decrypted according to the sequence generated by r
So, the encrypted chain sent will be like this:
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Knowing the random number p1,the sequence of encryption will be calculated and, then, the message will
be decrypted according the sequence, as shown previously.

8 Conclusions

This paper proposes a method to encrypt and decrypt a message using orthogonal polynomials. It has been
shown as examples the Hermite, Laguerre, Bessel and Tschebysche�, as well as combinations of those polyno-
mials. It has also been shown that an attack by frequencies will be di�cult as the same letter will be encrypted
di�erently on each block. Those functions have been used because their importance on physical-mathematical
problems, but it can be extended to whatever orthogonal functions.

Theorem.Suppose A is a compact self-adjoint operator on a (real or complex) Hilbert space V. Then there
is an orthonormal basis of V consisting of eigenvectors of A. Each eigenvalue is real.

As the Hermite, Laguerre, Bessel and Tschebysche� are compact self-adjoint operator, their eigenvectors
formed an orthonormal basis, so they can be used in order to �nd a change base from a Taylor base {1, x, x2..}to
those bases (and vice-versa). This idea is used in order to encrypt and decrypt a message. Using several blocks
of strings, each block can be encrypted by a speci�c method, following a cyclic sequence number which seed
is calculated as a product of 2 primes. Feel free to send me any comments to ycachon@gmail.com about this
paper.
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